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$999.00 
USD

$1,089.00 
USD

$1,723 
USD

$599.00 
USD

$999.00 
USD

Launch Q1 2017

THREADRIPPER

Announced May 2017

i7 5960X
August 2014

i7 6900K
May 2016

i7 6950X
May 2016

i9 7900X
June 2017

i7 7820X
June 2017
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Ryzen™ 7 PRO 2600 Core i5-8600Ryzen™ 7 PRO 2700X Core i7-8700

10

PRODUCTIVE

* SEE ENDNOTES: PP-8, PP-12 RESULTS MAY VARY.
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93%

203%

106% 104%

Cinebench R15 n-thread 3DMark 11 Performance PCMark 10 Benchmark Productivity Test Group
(from PCMark 10 Extended)

R5 PRO-2400GE Intel Core i5-8500T

11

PRODUCTIVE

* SEE ENDNOTES: PP-8, PP-12 RESULTS MAY VARY.



2019 AMD  Commercial Client | AMD Confidential – NDA Required

•

•

•

•

•

•

•

•



2019 AMD  Commercial Client | AMD Confidential – NDA Required





AMD 2019 Partner Summit  |  Elevating Our Business Together



2019 AMD  Commercial Client | AMD Confidential – NDA Required

Security at the 
Silicon Level with 
AMD GuardMI 
Technology

Ryzen™ Pro Platforms takes 
full advantage of OEM 
security offerings 
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1 - https://www.ibm.com/security/data-breach 
2- http://www.channelpronetwork.com/article/mobile-device-security-startling-statistics-data-loss-and-data-breaches
https://healthitsecurity.com/news/potential-wv-health-data-breach-from-laptop-theft-affects-43k
https://www.healthcareitnews.com/news/data-43000-patients-breached-after-theft-unencrypted-laptop
https://www.healthdatamanagement.com/news/as-is-common-in-recent-data-breach-incidents-the-city-is-reinforcing-security-measures
https://healthitsecurity.com/news/computer-theft-raises-health-data-security-concerns-for-8k
https://www.cbsnews.com/news/laptop-trump-clinton-information-stolen-secret-service/
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SECURITY FEATURES
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









LEN-25085 Intel Firmware Vulnerabilities
CVE-2018-12201, CVE-2018-12202, CVE-2018-12203, 
CVE-2018-12204, CVE-2018-12205

2019-03-14 2019-05-15

LEN-26295 Intel Graphics Driver for Windows Vulnerabilities
CVE-2019-0113, CVE-2019-0114, CVE-2019-0115, 
CVE-2019-0116

2019-05-14 2019-05-14

LEN-26293
Intel CSME, Server Platform Services, Trusted Execution Engine and Intel Active Management 
Technology Vulnerabilities

CVE-2019-0086 , CVE-2019-0089 , CVE-2019-0090 , 
CVE-2019-0091 , CVE-2019-0092 , CVE-2019-0093 , 
CVE-2019-0094 , CVE-2019-0096 , CVE-2019-0097 , 
CVE-2019-0098 , CVE-2019-0099, CVE-2019-0153, 
CVE-2019-0170

2019-05-14 2019-05-14

LEN-25084 Intel Graphics Driver for Windows Vulnerabilities

CVE-2018-12209, CVE-2018-12210, CVE-2018-12211, 
CVE-2018-12212, CVE-2018-12213, CVE-2018-12214, 
CVE-2018-12215, CVE-2018-12216, CVE-2018-12217, 
CVE-2018-12218, CVE-2018-12219, CVE-2018-12220, 
CVE-2018-12221, CVE-2018-12222, CVE-2018-12223, 
CVE-2018-12224, CVE-2018-18089, CVE-2018-18090, 
CVE-2018-18091

2019-04-04 2019-05-10

LEN-24443 Intel® PROSet/Wireless WiFi Software Vulnerabilities

CVE-2006-7250, CVE-2007-3108, CVE-2007-4995, 
CVE-2007-5135, CVE-2008-5077, CVE-2008-7270, 
CVE-2009-0590, CVE-2009-0789, CVE-2009-1377, 
CVE-2009-1378, CVE-2009-1386, CVE-2009-1387, 
CVE-2009-2409, CVE-2009-3245, CVE-2009-4355, 
CVE-2010-0433, CVE-2010-0742, CVE-2010-4180, 
CVE-2010-4252, CVE-2010-5298, CVE-2011-1945, 
CVE-2011-3210, CVE-2011-4108, CVE-2011-4109, 
CVE-2011-4576, CVE-2011-4577, CVE-2011-4619, 
CVE-2012-0027, CVE-2012-0884, CVE-2012-1165, 
CVE-2012-2110, CVE-2012-2333, CVE-2013-0166, 
CVE-2014-0076, CVE-2014-0195, CVE-2014-0221, 
CVE-2014-0224, CVE-2014-3470, CVE-2014-3505, 
CVE-2014-3506, CVE-2014-3507, CVE-2014-3508, 
CVE-2014-3510, CVE-2014-3566, CVE-2017-3735, 
CVE-2018-12177

2018-11-15 2019-05-08

https://support.lenovo.com/de/en/product_security/home
https://support.hp.com/us-en/security-bulletins
http://support.lenovo.com/us/en/solutions/LEN-25085
https://support.lenovo.com/us/en/product_security/LEN-26295
https://support.lenovo.com/us/en/product_security/LEN-26293
https://support.lenovo.com/us/en/product_security/LEN-25084
https://support.lenovo.com/us/en/solutions/LEN-24443
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• Security keys remain in RAM until the computer 
is shutdown - Yet most users leave notebook in 

state1

•

• Threat of these attacks  make users tradeoff 
security for features like modern standby

1 - https://www.whonix.org/wiki/Protection_Against_Physical_Attacks#cite_note-5
2 - https://www.eecs.umich.edu/eecs/about/articles/2017/HPCA17-coldboot.pdf

https://www.youtube.com/watch?v=E6gzVVjW4yY
3 - https://blog.f-secure.com/cold-boot-attacks/

https://www.whonix.org/w/index.php?title=File:Ambox_warning_pn.svg.png&filetimestamp=20130717200816&
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* Tested by AMD engineering lab on AMD reference system with production parts.  Performance impacts could vary on other platforms. 

https://www.eecs.umich.edu/eecs/about/articles/2017/HPCA17-coldboot.pdf

“Our results demonstrate that current 

memory scramblers cannot provide 

meaningful protection against cold boot 

attacks… On the other hand, replacing 

memory scramblers with 

cryptographically strong cipher engines 

(e.g., ChaCha, AES) can provide 

significantly better protection against 

cold boot attacks, since any cold boot 

attack would require bruteforce

decryption of the strong cipher.”
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https://www.intel.com/content/www/us/en/computer-upgrades/pc-upgrades/sipp-intel-stable-image-platform-program.html

MANAGEABILTY FEATURE AMD PRO INTEL vPro

Asset Inventory – HW/SW ✓ ✓

Remote Power Control  (DASH Power Control) ✓ ✓

Boot Control ✓ ✓

Platform Alerts ✓ ✓

Secure Transport (HTTPS) & WS-Management (SOAP-based) ✓ ✓

Standardized Discovery ✓ ✓

User Administration ✓ ✓

Web GUI/Embedded web server ✓ ✓

IPv6 (out-of-band) ✓ ✓

Active Directory w/ Kerberos ✓ ✓

Network Quarantine ✓ ✓

802.1X (EAPoL) Authentication for Out-Of-Band (OOB) Management ✓ ✓

Wireless In-Band Management (Requires Wi-Fi capability in the platform) ✓ ✓

Zero-touch provisioning ✓ ✓

Text Console Redirection ✓ ✓ (SoL)

Opaque Management Data Mailbox (3rd party non-volatile datastore) ✓ ✓

BIOS Management ✓ ✓ (1:1 only)

USB/Media Redirection ✓ ✓

OEM-Branded Customizable Web GUI ✓ ✓

PLDM/MCTP Interfaces for Health monitoring (fan speed, temp, etc.) ✓ ✓

Co-existence of OOB Management and Network Proxy functions ✓ ✓

OS Status ✓ ✓

“Graceful”/”Soft” Shutdown ✓ ✓

Management Firmware Update (Remotely) ✓ ✓

KVM Redirection ✓ ✓

KVM (BIOS) ✓ ✓

SECURITY FEATURE AMD PRO INTEL vPro

Dedicated Security Co-processor ✓ ✓

System Memory Encryption ✓ ✓

Boot Control ✓ ✓

COMMERCIAL FEATURE AMD PRO INTEL vPro

Stable image and Longevity ✓ ✓

Commercial quality ✓ ✓

https://developer.amd.com/tools-for-dmtf-dash/
https://www.youtube.com/watch?v=6m6_2K45Y7k
https://www.youtube.com/watch?v=39XAMP73MiQ
https://developer.amd.com/tools-for-dmtf-dash/


WHY AMD NOW?

ROADMAP EXECUTION – AMD Ryzen™ PRO is the most competitive 

technology ever for AMD, built from all-new ‘Zen’ Architecture, which delivered an 

industry record of 50%+ performance improvement in one generation.  AMD is 

now passing the competition on process technology.

SUPPLY EXECUTION – AMD has executed on our roadmap and has full 

global supply availability on Ryzen™, able to ship TODAY 

SECURITY – AMD Ryzen™ ship with a unique security architecture that 

enables advanced HW based security and is NOT vulnerable to new security 

threats our competition is faced with

1

2

3

This has resulted in a 200%+ increase in AMD’s stock in 2018, 

and their best financial performance in 7+ years.


